





[DRAFT] EAHP response to the UK consultation on the User Requirement Specifications for the UK Medicines Verification System


The European Association of Hospital Pharmacists (EAHP) would not usually consider a national consultation with its remit of representation. However, in view of the pan-European challenge of implementing the Falsified Medicines Directive (FMD), and certain particular concerns shared by our member organisations, a case for responding has been identified.

The over-arching point of our response is to commend the United Kingdom (UK) for its more open approach in respect to finalizing user requirement specifications (URS). It is right and proper that ALL stakeholders should be afforded opportunity to comment and help develop these, not only those stakeholders who are financial contributors to the operating system. A user is a user, regardless of the governance and membership structure of an operating system. We sincerely hope that this leading approach in openness can be maintained, built upon, and indeed, that other EU and EEA countries may take note. EAHP has identified a weakness in the “stakeholder model” approach to implementation of the Falsified Medicines Directive’s verification requirements, namely, that it is a model that includes some stakeholders, but not all. This underlying weakness can at least be partly addressed through open consultation mechanisms and transparency.

In respect to the more specific questions of the consultation, we know that our UK member, the Guild of Healthcare Pharmacists (GHP) will engage fully in representing the views of the UK’s hospital pharmacist profession on these, and we encourage a regular formal dialogue to be maintained with the hospital pharmacy stakeholder community. 


[TO MAKE EMPHASIS ON THE NEED FOR AGGREGATE BARCODING FOR THE HOSPITAL SECTOR TO BE INCLUDED WITHIN THE USER REQUIREMENTS?]








1Do you believe that the systems proposed meet the requirements of the EU legislation?
[image: ] Yes 
[image: ] No 

If no, please describe how you believe they fail to do so, or feel free to provide any further comments



2. Do you support the core principles underpinning this approach?
[image: ] Yes 
[image: ] No 


A.1 The original pack unique identifier must be cancelled in the database by the parallel distributor and a new number provided. The new unique identifier must be linked to the original product number at the batch level in the European Hub to enable the product to be identified in case of recalls or other safety issues.
A.2 All national database systems must be able to work together through the European Hub in order to allow any Member State to check on whether the pack has been decommissioned before, irrespective of its country of origin. The European Hub provides this functioning of interoperability between the national systems.
A.3 Without this interoperability, counterfeiters would be able to exploit gaps between national systems to insert falsified medicines into the legitimate supply chain.
A.4 There should be sufficient flexibility to implement national solutions within the European Medicines Verification landscape. EMVO has assessed that the blueprint concept and all its aspects is expected to be the most cost efficient model. The cost allocation model as described in Appendix A is a core element of the blueprint concept. 
A.5 National database systems should meet appropriate quality assurance requirements.
A.6 The unique serial number can only provide protection against falsification if it is routinely or systematically checked out and the status changed on the database to “decommissioned” before the product is handed to the patient or when it is processed in repackaging/ relabelling (as examples only).
A.7 Systems should be configured so that pharmacists can undertake checks when medicines enter pharmacy stock as well as at point of dispensing.
A.8 The process of verification in the pharmacy should be virtually instantaneous. The process of verification at all levels (i.e. pharmacies, wholesalers, manufacturers, and parallel distributors) should allow products to be checked without changing the status on the database.
A.9 Verification systems are for preventing falsifications, not for accessing individual stakeholder data.
A.10 Manufacturers do not seek, and will not have access to, individual patient/prescribing profile information.
A.11 Transactional data belongs to the pharmacist, or in relation to wholesaler verification, to the wholesaler or, in relation to manufacturers and parallel distributors, to the manufacturing authorisation holder who performs this activity. For the avoidance of doubt, information relating to pack status changes(for example dispensing, decommissioning for repack) belongs to the operator who performs this activity and must not be visible for any other party. However, relevant stakeholders may need to see certain data to help investigate when there is a verification failure, a product recall or a level of unusual activity related to a specific serial number, in accordance with national circumstances.
A.12 Any additional use of transactional data would need to be agreed by the stakeholder owning the data on a case-by-case basis in light of national circumstances and in compliance with relevant legislation.
A.13 The product verification solution proposed should meet the criteria of being practical, affordable and accessible.
A.14 Only the manufacturer can enter serial numbers into the system (in the case of parallel distributed products, the relabelling/repackaging entity will inevitably be a manufacturer).
A.15 There will be a requirement for an “undo” capability within the system where, for example, a serial number has accidently been “checked out” or a patient no longer requires the medicine.
A.16 The code to be affixed to each pack should include the data elements required by the Commission Delegated Regulation (EU) 2016/161 i.e. product identification code (including national code where relevant), the expiry date, the batch number, and a serial number.
A.17 It is necessary to make a link at the level of the originator’s batch between (a) the number of newly commissioned packages (and their dose count) and (b) the originator’s batch as well as the list of decommissioned and newly commissioned serial numbers. The number of decommissioned packages (and dose count) will enable the system, in a timely manner, to reconcile parallel distributed products by verifying that the number of doses “decommissioned” does not exceed the number of doses subsequently checked in or “commissioned” into the system (see also A.1 above). This link needs to be maintained over the lifespan of a batch.
A.18 Data ownership is determined by the party who generates the data (see also A.11 above)
A.19 The system should be highly secured and permit access to data only under strict and defined conditions.
A.20 In very simple terms, a serialisation system holds the information in accordance with Commission Delegated Regulation (EU) 2016/161 Article 33(2).
A.21 Negative verification results are reported according to the defined escalation procedures, e.g. “The data elements that are scanned do not match the database information – e.g. the batch number or the expiry date.”
A.22 In a product recall scenario, relevant stakeholders would require access to the status of all impacted serial numbers, including details of which impacted serial numbers have been decommissioned (e.g. dispensed or repacked). For that purpose, the European Hub will provide information in aggregated form (directly or via the national system).
A.23 Data in the system shall not be used for quantitative analysis of flow of goods in the supply chain. Should Member States decide to use the information contained in the repositories system, for the purposes of reimbursement, pharmacovigilance or pharmacoepidemiology, the system shall provide them with the necessary reports.
A.24 The governing principles described in this document will be reflected in the contractual arrangements between EMVO and the National Medication Verification Organizations.
If you have said no, please select which of the principles you do not support from the list below (you may select as many as you wish)
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Please describe why you do not support these particular principles

3. Do you agree that the system architecture and the UKMVO’s main tasks as described in the URS are appropriate to the needs of the system?
[image: ] Yes 
[image: ] No 

[POTENTIAL SPACE FOR EMPHASISING AGGREGATE BARCODING FOR THE HOSPITAL SECTOR]

If no, please describe why not, or feel free to provide any further comments


4. Do you believe that there are any gaps in major functions or additional requirements as outlined in the URS?
[image: ] Yes 
[image: ] No 


[POTENTIAL SPACE FOR EMPHASISING AGGREGATE BARCODING FOR THE HOSPITAL SECTOR]


If yes, please specify any additional functions or additional requirements that you think should be added


5. Do you see the need to add additional user requirements specific to the needs of a UK verification system?
[image: ] Yes 
[image: ] No 

If yes, please specify them
[POTENTIAL SPACE FOR EMPHASISING AGGREGATE BARCODING FOR THE HOSPITAL SECTOR]


6. Do you wish to make any other comment?
[image: ] Yes 
[image: ] No 

If yes, please provide your comments here

[NEED TO MAINTAIN OPENNESS OF APPROACH WITH STAKEHOLDERS]
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